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It is with great pride and enthusiasm that exter;d my
greetings to all the students, faculty, and contributors of this Computer
Science magazine. In an era where technology is evolving at an
unprecedented pace, computer science has become the foundation of
innovation, problem-solving, and progress across all fields. Our
institution has always strived to provide students with the best
opportunities to explore, learn, and excel in the world of technology.
The knowledge and skills gained in this field not only shape careers but
also empower individuals to create meaningful change in society. This
magazine is a reflection of the hard work, creativity, and dedication of
our students and faculty in the realm of computing. It serves as a
platform to showcase emerging ideas, research, and advancements that
will inspire many. | encourage all students to continue their pursuit of
excellence in this ever-evolving domain and embrace technology as a

tool for a brighter future.

Wishing the magazine great success and looking forward to

many more insightful editions!

Shailender Thakur
(Principal)
GSSS Naru Nangal
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Merits and Demerits of Internet (Article)
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“Blacklist”

A blacklist, in IT, is a collection of entities that are blocked
from communicating with or logging into a computer, site or network.
Blocked entities are typically identified as IP addresses, user IDs,
domains, email addresses, MAC addresses or programs.

The Blacklist is a list of phone numbers that you do not want
to receive calls from. To block a call, add a phone number to the list.
Contacts added to the blacklist will not be able to contact you anymore.

Is blacklisted same as Blocked?
There is no difference between a blocked and blacklist and the terms are
often used interchangeably.

What is blacklist in Internet?

IP blacklisting is a method used to filter out illegitimate or malicious IP
addresses from accessing your networks. Blacklists are lists containing
ranges of or individual IP addresses that you want to block.

Is a blacklist virus?
Blacklist is not a virus, but it is a list of websites that are termed as
insecure by search engines and these websites can harm your system.

Vijay Kumar
(Computer Faculty)
Govt. High School Sahri

Hoshiarpur
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“Daily Need Of
Computer In Our Life”

Computer has become an essential part of our daily lives.

From communication to work, entertainment, education, and even

managing basic daily tasks, computers serve as powerful tools that help

us stay connected, productive and efficient. Below are some of the key
ways in which computers have become a daily necessity in modern life:

1. Communication

» Email & Messaging: Computers allow us to stay connected with
friends, family and colleagues through emails, messaging apps, and
social media platforms like Facebook, WhatsApp and Twitter.

» Video Conferencing: With applications like Zoom, Skype, and Google
Meet, computers enable face-to-face communication from the
comfort of our homes, which has become especially important in the
era of remote work and learning.

» Collaborative Work: Tools like Google Docs, Microsoft Office 365, and
project management platforms (e.g., Slack, Trello) allow teams to
communicate and collaborate seamlessly, regardless of geographical
location.

2. Work and Productivity

» Office Work: Computers are indispensable in the modern workplace
for tasks like word processing, data analysis, presentations, and
managing emails. Tools like Microsoft Office Suite, Google

Workspace, and specialized software are used daily by professionals

in all fields.

Continue...
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» Remote Work: Computers have become the backbone of remote

working, allowing employees to access company systems, attend
virtual meetings, and complete tasks from home or anywhere.

» Automation and Efficiency: Computers help automate repetitive
tasks such as scheduling, invoice generation, and customer
management, leading to increased efficiency in businesses and daily
life.

3. Education and Learning

» Online Learning: Whether it's for children, college students, or
adults, computers have revolutionized education. Online platforms
like Coursera, Khan Academy, and Duolingo offer courses on a wide
range of subjects, enabling learning from home or on-the-go.

» Research and Information: Computers provide instant access to a
vast amount of knowledge through search engines like Google,
scholarly databases, eBooks, and educational websites, helping
individuals learn new things and expand their knowledge.

» Interactive Tools: Learning software and educational games engage
students in more interactive ways, improving learning outcomes
and making education more fun and effective.

4. Entertainment

» Streaming Services: Platforms like Netflix, YouTube, Amazon Prime,
and Spotify offer movies, TV shows, music, and other forms of
entertainment directly through computers, making them essential

for entertainment purposes.

Continue...
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Gaming: For gaming enthusiasts, computers provide access to a

wide range of games, from casual mobile-style games to high-end
video games with complex graphics and multiplayer modes.

Social Media and Content Creation: Computers allow users to
create and share content on platforms like Instagram, YouTube, and
TikTok. Whether it's uploading videos, writing blogs, or creating
digital art, computers enable users to express themselves

creatively.

5. Online Shopping and Financial Management

>

E-Commerce: Computers are central to the online shopping
experience, where people buy groceries, clothes, electronics, and
almost anything else from e-commerce sites like Amazon, eBay, and
Flipkart.

Banking and Finance: Online banking and mobile payment systems
have become commonplace. Computers enable users to manage
their finances, pay bills, transfer money, and track their spending
through various apps and websites.

Investing and Trading: Computers are also used for trading in
stocks, crypto currency, and other investments. Online brokerage
platforms allow individuals to make informed decisions about their

finances in real-time.

6. Health and Well-being

>

Health Monitoring: Computers help track and monitor health-
related information through wearable devices, health apps, and
digital tools that help with fitness, diet, and medical records.

Continue...
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Telemedicine: Virtual doctor consultations have become

increasingly popular, and computers are crucial for accessing
healthcare services remotely, especially in areas with limited access
to medical facilities.

Mental Health: There are many digital platforms designed to
support mental health, from meditation apps (e.g., Headspace) to

online therapy and wellness programs.

7. Home Management

>

Smart Home Control: Computers are used to manage smart home
systems, controlling everything from lighting to thermostats,
security cameras, and voice assistants like Amazon Alexa and
Google Assistant.

Personalized Schedules: Digital calendars, task managers, and
reminder apps help individuals organize and plan their day
efficiently, making daily tasks more manageable.

Cooking and Recipes: Online recipe websites, cooking blogs, and
YouTube tutorials provide endless inspiration and guidance for

cooking, turning the computer into a virtual kitchen assistant.

8. Security

>

Cyber security: As we spend more time online, computers help us
stay safe from cyber threats. Antivirus programs, firewalls, and
secure connections (VPNs) are essential tools for protecting

personal data and ensuring online privacy.

Continue...
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>

Surveillance Systems: Many homes and businesses now rely on
computers for managing security cameras and home surveillance

systems, providing real-time access to footage from anywhere.

9. Social Interaction and Networking

>

Social Media: Computers are an essential tool for connecting with
others on social platforms, staying updated on news, trends, and
events, and engaging in global conversations.

Building Communities: Online forums, chat groups, and social
networks allow individuals to form communities based on shared

interests, hobbies, and goals.

10. Creativity and Design

>

Graphic Design: Computers are used by artists, designers, and
marketers to create visual content for advertisements, logos,
websites, and more using tools like Adobe Photoshop, lllustrator,
and Canva.

Video and Audio Editing: Video production, podcasting, and audio
editing require powerful computing tools to produce high-quality
content. Programs like Final Cut Pro, Adobe Premiere, and Audacity
make it possible for content creators to bring their ideas to life.
Digital Arts and Animation: Artists use powerful computers to

create 3D animations, digital paintings and other forms of digital

art, expanding creative possibilities.

Jaspal Singh
(Computer Faculty)
GSSS Naru Nangal

Hoshiarpur
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“INFORMATION TECHNOLOGY IN EDUCATION”

Information and Communication Technology (ICT) has

19y 0104d

transformed education in the following ways:

WOoD" UIPAXUI"MMM//:SARY :

» |IMPROVED ACCESS TO RESOURCES : Students can access

information more quickly and easily, and conduct research without
spending money on textbooks.

» ENHANCED LEARNING EXPERIENCE: ICT can help students

understand concepts better by providing practical examples and

animations.

» |IMPROVED COLLABORATION : ICT can help students interact more

with each other and encourage collaboration.

> PREPAREDNESS FOR THE REAL WORLD: ICT can help teachers

prepare students for the real world.

» |IMPROVED TEACHING METHODS : ICT can help teachers become

better coaches, advisers, and encouragers.

Continue..
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DIGITAL TEXTBOOKS: Students can benefit from digital textbooks

that are updated, creative, and cheaper.

ONLINE WRITING HELP: Students can connect with online writing

education development companies that provide homework help.

COMPUTER-BASED TRAINING: Students can study at home using

computer-based training programs that are delivered on CDs.

FLIPPED CLASSROOM MODEL: Students watch lectures at home on

the computer and use classroom time for more interactive exercises.

INTERACTIVE DIGITAL WHITEBOARDS: Teachers can replace

chalkboards with interactive digital whiteboards.

STUDENT DEVICES: Teachers can use student’s own smartphones or

other devices for learning during class time.

Ranjit Kumar
(Computer Faculty)
GSSS Naru Nangal

Hoshiarpur
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The word Computer Comes from the Latin word
"Computer"”, which means "Calculat". A Computer Consisting of
Physical Components that can be attached to it known as a Hardware. A
Computer Contains a set of directions that are already installed inside
the machine Known as the Software. Computers generally have an
application Software, a program that functions after the operating

system Software is loaded.

Jaspreet Kaur
12th (Arts)
GSSS Naru Nangal

Hoshiarpur
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“Artificial intelligence”

Artificial intelligence (Al) is important because
it can perform tasks that usually require
human intelligence, and can do so efficiently,
\ effectively at a low cost. Al can help in

‘6 many ways, including: Increasing productivity

Al can automate repetitive tasks, freeing up people to focus on more
important work. Improving customer experience Al can analyse
customer data to understand their preferences, needs, and behaviour.
This allows marketers to create personalized experiences that resonate
with customers. Reducing human error Learning algorithms in Al can
help identify potential error scenarios and make real-time corrections.
Revolutionizing industries Al can transform many industries, including
healthcare, finance, and education. For example, Al can be used for
automated medical diagnosis and voice input for human-computer
interaction. Enhancing video games Al can provide virtual competition
in video games to enhance the player's experience. However, Al also
raises ethical concerns. It's important to develop Al in a way that
respects human rights and values. This includes understanding the
implications of Al's actions and decisions, and ensuring they align with

ethical standards.
Pavinderjeet
12th (Arts)
GSSS Naru Nangal

Hoshiarpur
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The little mouse is scrolling
as the ocean waves are rolling
and they beckon me to come down to the sea.

The screen before me glowing
while outside the flowers growing

have a fragrance that is calling out to me.

The keyboard keeps me busy
at the same time | am dizzy
yet the bird songs out my window sound so sweet.

While the gigabytes are loading
my poor eyeballs are exploding
and the circulation doesn’t reach my feet

One last video, | say
then another makes its way
interrupting my intentions to go out

One more minute, then I'll quit
one more hour, here I sit
I’'ve forgotten just what life is all about

There is work and there is play
but somewhere along the way
all my play times are so few and far between

Push a button, LO L
while my spirit goes to hell
as | live my cyber life upon a screen

/Pooja Goel
(Computer Faculty)
GSSSS Khamano
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“Merits and Demerits of Internet”

The internet allows people to communicate with each

other on a mass scale.

MERITS

>

Collaboration: The internet allows people to collaborate and

develop social networks.

» Access to Information: The internet is a powerful source of
knowledge and a quick way to share information.

» Access to education: The internet has made education more
accessible.

» Entertainment: The internet offers a wide range of entertainment
options.

DEMERITS

» Privacy: Oversharing personal information and data thefts can
expose them to fraud.

> lIsolation: Online education can lead to feelings of isolation as

students may not have the same opportunities to Interact with
other students. Cyber Threats: The internet is phone to cyber

Threats, cyber attacks and violations.

Jaspreet Kaur
12th (Arts)

GSSS Naru nangal
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“LIFE BEFORE THE COMPUTER”

a memory was something that you lost with age
an application was for employment

a program was a TV show

a cursor used profanity

a keyboard was a piano

a web was a spider's home

a virus was the flu

a cd was a bank account

a hard drive was a long trip on the road

a mouse pad was where a mouse lived and if you had a 3-1/2 floppy

Manjot
12t (Arts)
GSSS Naru nangal

Hoshiarpur
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“Some Interesting Websites For Students”

Some interesting and informative websites related to
computer science that can help you explore various topics, stay updated,
and learn new things:

1) Geeks for Geeks
o Link: https://www.geeksforgeeks.org
o Description: A popular website for learning programming
languages, algorithms, data structures, and computer science
fundamentals. It also has tutorials on various tech topics and
interview preparation materials.
2) Khan Academy (Computer Programming)
o Link: https://www.khanacademy.org/computing
o Description: Free online courses that include interactive
lessons on topics like programming, computer science
fundamentals, and algorithms.
3) Codecademy
o Link: https://www.codecademy.com
o Description: A well-known platform to learn programming
languages, including Python, Java, C++, and more, with
interactive lessons and real-time feedback.
4) Stack Overflow
o Link: https://stackoverflow.com
o Description: A platform for developers to ask questions and
find solutions to programming problems. It's a great
community for computer science learners and professionals.
5) W3Schools
o Link: https://www.w3schools.com
o Description: A website with tutorials on web development
technologies such as HTML, CSS, JavaScript, and more. It's
great for beginners learning web programming.
6) MIT Open Course Ware (Computer Science)
o Link: https://ocw.mit.edu/courses/electrical-engineering-and-
computer-science/
o Description: A free online resource offering full access to
course materials from MIT’s computer science programs. It's a
great resource for self-learners.
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“Some Interesting Websites For Students”

7)  The Hacker News
o Link: https://news.ycombinator.com
o Description: A social news website focusing on computer
science, programming, and technology. Stay up-to-date with
the latest tech trends and discussions.
8) Google Al
o  Link: https://ai.google
o Description: Google’s official page dedicated to Artificial
Intelligence research, resources, and innovations. You can
explore Al models, datasets, and tutorials.
9) Coursera (Computer Science Courses)
o Link: https://www.coursera.org
o Description: Offers courses from top universities on computer
science topics, including artificial intelligence, machine
learning, and data science.
10) Hackerrank
o Link: https://www.hackerrank.com
o Description: A platform to practice coding and compete in
coding challenges. It helps improve programming skills and
prepares you for job interviews.

These websites are great for anyone looking to dive into or
enhance their knowledge of computer science.........ccccccuueu......

*Ref : From Chatgpt
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“Top 10 Cyber Scams and Protect Yourself”

Introduction:

Cyber security attacks encompass a range of malicious activities that aim
to compromise the confidentiality, integrity, or availability of digital
assets.

In an era where technology permeates every aspect of our lives, ensuring
the security of our digital presence is crucial.

10 Common Cyber Scams to Avoid:

Lets look at some of the common Cyber Scams used by fraudsters :

1. TRAI Phone Scam :

Fraudsters claim your mobile number is linked to illegal activities and
that services will be suspended.

Reality: TRAI does not suspend services; only telecom companies do.

2. Customs Scam :

Scammers claim a parcel with contraband has been intercepted and
demand payment.

Reality: No legitimate agency would demand payment over a call.
Disconnect and report such numbers.

3. Digital Arrest Scam :

Fake police officers threaten digital arrests or online interrogations.

Reality: Police do not conduct digital arrests or online interrogations.

Continue...
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4. Family Arrested Scam :

Scammers claim a relative will be arrested unless payment is made.
Reality: Always verify with family members before acting.

5. Get Rich Trading Scam :

Social media ads promise high returns on stock investments.
Reality: High-return schemes are likely scams.

6. Rewards Scam :

Offers of large sums for simple tasks, followed by requests for upfront
investment.

Reality: Easy money schemes are almost always scams.

7. Credit Card Scam :

Fake executives claim large transactions on bogus credit cards.
Reality: Always verify with your bank relationship manager.

8. Money Transfer Scam :

Scammers claim incorrect transactions and ask for refunds.
Reality: Verify all transactions directly with your bank.

9. KYC Scam :

Scammers send links for KYC updates.

Reality: Banks require in-person KYC updates only.
Continue...
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10. Tax Refund Scam :

Fraudsters pose as tax officials asking for bank details.

Reality: Tax departments already have your bank details and will not ask
for them over a call.

How to Stay Safe :

The following steps may help to avoid above mentioned Cyber scams:
1. Verify the authenticity of any unusual calls, messages, or emails.

2. Never share sensitive personal or financial information with
unknown entities.

3. Report suspicious activities to local authorities or service providers.

Report the incident to the nearest Cyber Crime Police Station and
National Cyber Crime Reporting Portal at https://cybercrime.gov.in/

Helpline

~'1930 |

*Ref : From NJ Wealth
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“Disposing of Your Mobile Device”

Introduction:

In this digital age, protecting your mobile phones from cyber threats is more
important than ever. These little devices can hold a lot of personal information
— including our passwords, bank account information, and contact lists. If your
mobile phones are hacked, you could be in a world of trouble.

Cybercriminals are always coming up with new ways to break
into your phones, and it can be hard to keep up with the latest threats. That's
why taking some simple steps to protect your device is essential.

What Should You Do Before Disposing Your Mobile Devices:
1. Factory Reset:

Simply deleting your files and data from your mobile devices does not remove
the information completely. You should perform a “factory reset” to remove
all files and data from your mobile device and bring it back to the state when
it was freshly produced from the factory.

2. Remove SIM Card from the phone:

Mobile phone SIM cards contain loads of personal information like phone
numbers and old text messages. So, make sure you remove your SIM before
you send your phone for recycling. You'll also need your SIM card for your new
phone. However, if you dispose of your old SIM card, make sure you cut
through the metal chip before throwing it away to protect your personal
details.

3. Remove any memory cards from the phone:
Some handsets use Micro SD cards to provide extra memory. Any memory

card should be removed from your mobile before recycling.

Report the incident to the nearest Cyber Crime Police Station and National
Cyber Crime Reporting Portal at https://cybercrime.gov.in
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“Introducing 2FA in Social Desk”

Password security is one of the practices for establishing and
verifying identity and restricting access to devices, files, and accounts. This
helps to ensure that only those who can provide a correct password in
response to a prompt are given access.

Two Factor Authentication (2FA) is an extra layer of security
used when logging into websites, apps or secured accounts, also known as
two-step verification, and is an additional layer of security that is used to
protect your account.

To strengthen the security of your desk, we are introducing
Two Factor Authentication while login into your Insurance Desk effective
from 12th July, 2024. With the introduction of 2FA, you need to first enter
your existing password and once it is authenticated, an OTP will be sent to
your registered email id and mobile number. On authentication of OTP, you
will be allowed to access your Insurance Desk.

The Insurance Regulatory and Development Authority of India
(“IRDAI”) has mandated 2FA in every critical applications / portals / desks
via IRDA Cyber Security Guidelines, 2023 dated 24.04.2023. Thus to comply
with the said guidelines, we need to enable 2FA. Further to strengthen
password security, we are also implementing mandatory password expiry
after 365 days from last password reset. The system will ask to reset the
password after 365 days from the last reset.

Thus, 2FA, if enabled, can help the user to protect their
account from being accessed if the password is stolen. If a hacker tries to
log into the user’s account with the stolen password, they will also need a
second form of identification, making it much more difficult for them to
access the account.

To conclude, in the post-password world, strong web security
relies on a dynamic approach built from a variety of tools and policies. It’s
important to never rely on any single method for comprehensive
protection. If you're currently relying on passwords alone, it’s time to
evolve, and using 2FA is a solid first step.
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“Backup Management”

Introduction:

A backup refers to creating a copy of your data — files, applications,
systems — that can be used to reinstate them in the event of data loss.

Whether you’re an individual or a business, losing critical
data can have severe consequences. To prevent data loss, you need a
proper data backup and recovery plan.

How data can be lost:
Lets look at some of the common data storage threats:

Some primary threats to data storage include hackers, viruses, and
ransomware attacks which can target the systems at any time.

A user could also make a mistake that exposes the data to cyber
threats or accidentally removes data.

A range of damages or other physical issues could occur to the
computers, limiting the access to data.

Effective Strategies for Data Backup:
The following steps may help to create an effective strategy to protect
invaluable data:

O Take backups regularly and frequently.

O Select proper backup method after analysing the importance and
size of data which may include external hard drives, USB drives,
network-attached storage or Cloud Backups such as Dropbox/ Google
Drive.

Regularly test your backups and ensure that all of your data can be
accessed as expected.

Review your backup plan regularly and ensure it is still meeting your
needs.

Report the incident to the nearest Cyber Crime Police Station and
National Cyber Crime Reporting Portal at https://cybercrime.gov.in
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“Awareness on QR Code”

What is QR Code?

A QR code is a type of barcode that can be read easily by a digital device
and which stores information as a series of pixels in a square-shaped
grid. It is a two-dimensional code that you can scan with a smartphone.
The code contains information, usually a site address, and once you scan
it, the code connects you with a resource on the web.

It’s important to know that there can be security issues with
QR codes. Cybercriminals can tamper with QR codes, replacing them
altogether with QR code stickers or interfering with the link that’s
embedded in the code.

Common QR Code Threats:
Let’s look at some of the common QR Code threats:

1. Malicious QR codes:

Hackers can create QR codes that, when scanned, lead to malicious
websites that can infect the user’s device with malware or phishing
scams.

2. QR code spoofing:
Hackers can alter the appearance of the QR code or create a code that
looks like a legitimate QR code.

3. QR code tracking:

Hackers can use QR codes to track the movements and activities of users
who scan the codes. This can be done by embedding a tracking code in
the QR code or using the code to redirect users to a website that collects
data on their activities.

4. Quishing:

In a Quishing attack, threat actors send a phishing email containing a
malicious QR code attachment. Once the user scans the QR code, it will
direct the user to a phishing page that captures sensitive data like users’
login credentials.

Continue...
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5. Baiting:

Baiting is another social engineering attack that lures individuals into
clicking on or scanning something by presenting a tempting, irresistible
offer. It can take the form of using false claims to persuade users to scan
a code, potentially leading them to unknowingly expose their data.

Let’s take a look at some recommendations to protect yourself from QR
Code attacks.

Do’s:
1. Only scan QR codes from trusted sources.
Enable two-factor authentication.
Don'ts:
1. Avoid giving out sensitive information that prompts you to provide
sensitive information like your phone number, banking details, or
login credentials.

Never download apps from QR codes.

Report the incident to the nearest Cyber Crime Police Station and
National Cyber Crime Reporting Portal at https://cybercrime.gov.in
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“Shopping Online Securely”

Introduction:

Online shopping culture has skyrocketed over recent years
because of the convenience, variety, and countless deals it offers at the
touch of a button. But, it is imperative that one should remain cautious
against the security risks that come with online transactions.

For every great deal you see online, there could be a danger
of hidden threats like cyber-attacks and phishing scams. Fraudsters are
always waiting for a chance to exploit your vulnerabilities.

In a world where even one wrong click can compromise
sensitive information, staying informed about online shopping safety is
essential.

Common Online Shopping Scams:

Lets look at some of the common Online Shopping Scams:

1. Fake Websites :

Scammers create fake websites that look like legitimate online retailers.
These websites often offer popular products at deep discounts to lure
victims in. Once victims enter their payment information, the scammers
steal their money and disappear.

2. Phishing Emails :

Phishing emails appear to be from legitimate companies, such as banks
or credit card companies. They often contain a link that directs victims to
a fake website that looks like the real company's website. When victims
enter their personal/ financial information on the fake website, the
scammers steal it.

3. Social Media Ads :

Scammers use social media ads to promote fake products or services.
These ads often feature too-good-to-be-true deals and clickbait
headlines. When victims click on the ads, they are taken to a fake
website where they are tricked into entering their payment information.

Continue...
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Tips to avoid Online Shopping Scams:
The following steps may help to avoid online scams:

Shop from well-known retailers.

Pay attention to the URL of the website you're shopping on.

Don't enter your personal information on a website that you don't
trust.

Be suspicious of deals with unbelievably low prices that seem too
good to be true.

Use a credit card when shopping online. Credit cards offer better
fraud protection than debit cards.

Report the incident to the nearest Cyber Crime Police Station and
National Cyber Crime Reporting Portal at https://cybercrime.gov.in
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& Find the words

MOUSE
CPU

RAM

ROM
WORD
EXCEL
PAINT
KEYBOARD
WEBCAM
TABLET
HTML
CAPSLOCK
SHIFT
CTRL
DELETE
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Software developer
Information Security Analyst
Computer Systems Analyst
Web Developer

Database Administrator
Video game developer

Data science

Computer programmer
Designer

Information Systems Manager
IT Consultant

Software Architect

Artificial intelligence
Business Analyst

Computer hardware engineer
IT Project Manager

Mobile app developer

Web Designer

Engineer

Computer forensics

Data analysis

Application Developer

Computer and Information Research S_cﬁife_n, is

Cyber security
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|
: Al Tools For Students
&

. What are Al Tools?

Artificial Intelligence (Al) tools are software applications that utilize
machine learning algorithms to perform tasks that typically require human
intelligence. These tools can help students with various tasks, such as
learning, research, writing, and more.

Benefits of Al Tools for Students : Improved Learning, Increased Efficiency,
Enhanced Research, Better Writing etc.

ChatGPT Gemini

Fotor '4 QuillBot

Slidesgo . Grammarly

Adobe Express Stepwise Math

Empower Your Studies
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